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| № | Word(s) | Pronunciation | Part of speech | Ukrainian equivalent |
| 1  2  3  4  5  6  7  8  9  10  11  12  13  14  15  16  17  18  19  20  21  22  23  24  25  26  27  28  29  30  31  32  33  34  35  36  37  38  39  40  41  42  43  44  45  46  47  48  49  50  51  52  53  54  55  56  57  58  59  60  61  62  63  64  65  66  67  68  69  70  71  72  73  74  75  76  77  78  79  80  81  82  83  84  85  86  87  88  89  90  91  92  93  94  95  96  97  98  99  100  101  102  103  104  105  106  107  108  109  110  111  112  113  114  115  116  117  118  119  120  121  122  123  124  125  126  127  128  129  130  131  132  133  134  135  136  137  138  139  140  141  142  143  144  145  146  147  148  149  150 | Backdoor  Crimeware  Pretexting  Social engineering  Clickbait  Clickjacking  Elicitation  Processing  RAT  Ransomware  Fraud  Bot  Botnet  Baselining  Anti-virus software  Data Breach  Data Egress  Data Leak  Data Wiping  Fullz  Keylogger  Malvertising  Malvare  Metadata  Password  Pharming  Phishing  Plain Text  Profiling  Pseudo-randomised  Rootkit  Sandbox  Scareware  Sim Swap  Social Engineering  Shadow IT  Shoulder surfing  Smishing  Sneakernet  Spam  Spyware  Stenography  Tab-nabbing  Tailgating  Traceability  Transparency  Vishing  Whitelisting  Zero-day Exploit  Zero-day Vulnerability  Charset  Framework  Tech support  Road-apple  Scrollbar  Domain Name  Propagation  Open-source  Code  Browser  Application  Content  Invalid  Back-end  Flex  Bug  Pixel  Layout  Underlined  Link  Tag  Flag  Malicious  To hack  Neurolinguistic  Darkreading  Scam  Theft  Darkmarket  BasKet  Installing  Linux  Proxy  IP-address  Website  Server  Connection  Code-garbage  Communication model  Transmitter  Coding  Decoding  Encryption  Virtual target  Iframe  Preloading  Kinesthetic  Script  Passwordcracking  Backtracking  Data  Brute-force attack  Hyperlink  Consent  Cross-site scripting  Cyber-espionage  Data audit  Data-in-motion  Data-in-use  Data-in-rest  Data Loss Prevention  To circumvent  Data Minimisation  Data Processor  Data Remanence  Data Quality Principle  Digital Signature  Domain Name System  Domain  Cache  DNS Poisoning  Domain spoofing  Doxing  Double-barrel attack  Due-care  Dumpster Diving  Email Hijacking  Form Grabbing  Obfuscation  Typo-squatting  Quid Pro Quo  Label  Debugging  Breakpoint  User Interface (UI)  Packet Loss  Phishing Worm  Binary  Bletch  Catatonia  Crash  To grind  Marginal  To parse  Random  Recursion  Cryptography  SMS-Bomber  Denial of Service attack  Firewall | [ˈbækˈdɔː]  [craimweə]  [prɪˈtɛkstɪŋ]  [ˈsəʊʃəl ˌɛnʤɪˈnɪərɪŋ]  [clikbæit]  [clikjækiŋ]  [ɪˌlɪsɪˈteɪʃən]  [ˈprəʊsɛsɪŋ]  [rɪˈməʊt ækses trəʊdʒən]  [ˈrænsəmweə]  [frɔːd]  [bɒt]  [bɒtnet]  [ˈbeɪslaɪnɪŋ]  [æntivirusˈsɒf(t)weə]  [deɪtə briːtʃ]  [deɪtəiːɡres]  [deɪtəlik]  [deɪtəwaɪpɪŋ]  [ful:z]  [kilɒɡə]  [mælweərtisiŋ]  [mælweə]  [metədeɪtə]  [pɑːswɜːd]  [fɑːm ɪŋ]  [fɪʃ.ɪŋ]  [pleɪntekst]  [prəʊfaɪlɪŋ]  [sjuːdəʊ rændəmæɪzd]  [ruːtkɪt]  [sændbɒks]  [sca:wɛ:]  [simswɒp]  [sˈəʊʃəlɛndʒɪnˈiəɹɪŋ]  [ˈʃædəʊaiti]  [ʃəʊldə sɜːfɪŋ]  [smiʃɪŋ]  [sniːkənet]  [spam]  [spaɪweə]  [stəˈnɒɡrəfɪ]  [təbnəb:iŋ]  [teɪlɡeɪtiŋ]  [treɪsəˈbɪləti]  [trænˈspærənsɪ]  [vɪʃɪŋ]  [wˈaɪtlɪstiŋ]  [ziərəʊdeɪ ɪkˈsplɔɪt]  [ziərəʊdeɪ vʌlnərəˈbɪlɪtɪ]  [charset]  [freɪmwɜːk]  [techsup:ort]  [roædap:le]  [skrəʊlba:]  [dəʊmeɪnneim]  [prɒpəˈɡeɪʃən]  [oʊ.pənˈsɔːrs]  [kəʊd]  [braʊzə]  [æplɪˈkeɪʃən]  [kənˈtent]  [ɪnvəlɪd]  [bækˈend]  [fleks]  [bʌɡ]  [pɪksəl]  [leɪaʊt]  [ʌndəˈlaɪnd]  [lɪŋk]  [tæɡ]  [flæɡ]  [məˈlɪʃəs]  [hæk]  [njʊərəʊlɪŋˈɡwɪstɪk]  [dɑːkriːdɪŋ]  [skæm]  [θeft]  [dɑːkmɑːkɪt]  [bɑːskɪt]  [ɪnˈstɔːlɪŋ]  [lɪnʊks]  [prɒksɪ]  [aipiəˈdres]  [websaɪt]  [sɜːvə]  [kəˈnekʃ(ə)n]  [kəʊdɡɑːbɪdʒ]  [kəmjuːnɪˈkeɪʃənmɒdəl]  [trænzˈmɪtə]  [kəʊdɪŋ]  [diːˈkəʊdɪŋ]  [ɪŋˈkrɪpʃ(ə)n]  [vɜːtʃʊ(ə)ltɑːɡɪt]  [aifreɪm]  [priːˈləʊdɪŋ]  [kɪnəsˈθetɪk]  [skrɪpt]  [pɑːswɜːdkrækɪŋ]  [bæktrækɪŋ]  [deɪtə]  [bruːtfɔːsəˈtæk]  [haɪˈpɜ:lɪŋk]  [kənˈsent]  [krɒssaɪtskrɪptɪŋ]  [saɪbəespɪənɑːʒ]  [deɪtəɔːdɪt]  [deɪtəɪnməʊʃ(ə)n]  [deɪtəɪnjuːz]  [deɪtəɪnrest]  [deɪtəlɒsprɪˈvenʃn]  [sɜːkəmˈvent]  [deɪtəmɪnəmaɪˈzeɪʃən]  [deɪtəprəʊsesə]  [deɪtəremnəns]  [deɪtəkwɒlɪtɪprɪnsɪp(ə)l]  [dɪdʒɪt(ə)lsɪɡnətʃə]  [dəʊmeɪnneɪmsɪstəm]  [dəʊmeɪn]  [kæʃ]  [pɔɪzənɪŋ]  [dəʊmeɪn spuːfɪŋ]  [dɒksɪŋ]  [dʌb(ə)lbær(ə)ləˈtæk]  [djuːkeə]  [dʌmpste: daɪvɪŋ]  [imeɪlhæɪdʒækɪŋ]  [fɔːmɡræbɪŋ]  [ɒbfʌsˈkeɪʃ(ə)n]  [taɪpəʊskwɒtɪŋ]  [kwɪdprəʊkwuo]  [leɪb(ə)l]  [diːˈbʌɡɪŋ]  [breɪkpɔɪnt]  [juːzəɪntəfeɪs]  [pækɪtlɒs]  [fɪʃ.ɪŋwɜːm]  [baɪnərɪ]  [bletʃ]  [kætəˈtəʊnɪə]  [kræʃ]  [ɡraɪnd]  [mɑːdʒɪn(ə)l]  [pɑːz]  [rændəm]  [rɪˈkɜːʃ(ə)n]  [krɪpˈtɒɡrəfɪ]  [esemesbɒmə]  [dɪˈnaɪ(ə)ləvsɜːvɪsəˈtæk]  [faɪəwɔːl] | Noun  Noun  Noun  Noun  Noun  Adj.  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Adjective  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Adj.  Noun  Noun  Noun  Adj.  Noun  Noun  Noun  Adj  Verb  Adj  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Verb  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Noun  Adj.  Adj.  Noun  Noun  Verb  Adj.  Verb  Adj.  Noun  Noun  Noun  Noun  Noun | Обхід системи безпеки  Шкідливе програмне забезпечення  Провокація на дію  Соціальна інженерія  Провокація на клік посилання  Змушення натиснути кнопку  Непряме отримання інформації  Будь-яка операція над даними  Вірус віддаленого доступу  Вірус-вимагач  Шахрайство  Програма – «паразит»  Мережа заражених ботом пристроїв  Моніторинг використання ресурсів  Антивірусне програмне забезпечення  Володіння даними зловмисником  Дані зникають з Інтернету  Випадкова втрата контролю над інф.  Стирання даних  Особиста інформація особи  Вірус, який викрадає введену інф-ю  Введення шкідливої реклами  Будь-яке програмне забезпечення  Дані(розмір файлу і т.д)  Пароль  Спрямування даних на сайт  Маскування під законний сайт  Будь-який незашифрований текст  Автоматизована обробка даних  Частково анонімізований  Вірус, надає доступ рівня root в ОС  «Пісочниця»  Несправжній антивірус  Обхід двофакторної аудентифікації  Соціальна інженерія  Апаратне програмне забезпечення  Захоплення конфіденційних даних  Флудер СМС-повідомленнями  Обмін інформацією  Масове розсилання інформації  Шпигунське програмне забезпечення  Приховування файла в іншому файлі  Відкриття шкідливої URL-адреси  Хакерське переслідування  Записи про обробку даних  Публікація про обробку даних  Отримання шахраєм ін-ї по телефону  Використання безпечних програм  “Атака нульового дня”  Ігнорування попередження про проблеми  Тип кодування  Набір символів  Фреймворк  Техпідтримка  “Дорожнє яблуко”  Полоса прокрутки  Доменне ім’я  Розповсюдження  Відкрите джерело  Код  Браузер  Програма  Вміст  Недійсний  Бек-енд  Гнучкий  Баг  Піксель  Макет  Підкреслений  Посилання  Тег  Мітка  Зловмисний  Взламати щось  Нейролінгвістичний  «Чорне читання»  Шахрайство  Крадіжка  Злочинна група  Текстовий редактор  Встановлення  Лінукс  Проксі  Айпі-адреса  Вебсайт  Сервер  З’єднання  Зайвий код  Комунікаційна модель  Передавач  Кодування  Декодування  Шифрування  Віртуальна ціль  Айфрейм  Попереднє завантаження  Кінестетичний  Сценарій  Взлом пароля  Пошук з поверненням  Дані  Брутфорс-атака  Гіперпосилання  Згода на збір даних  Зараження надійного сайту вірусом  Кібершпигунство  Процес роботи з даними  Передача даних мережею  Зберігання даних під час обробки  Неактивні дані  Запобігання втраті даних  Обійти захист (системи і т.д)  Мінімальна кількість даних  Суб’єкт, який збирає/обробляє дані  Залишок після видалення даних  Принцип якості даних  Механізм підтвердження особи  Система доменних імен  Домен  Кеш  «Отруєння кешу» ДНС  Підробка назви домену  Видобуток даних із зараженого ПК  Відправлення кількох листів 1 особою  Належна обережність  Перевірка вмісту корзини користувача  Заволодіння хакером поштою  Збирання даних з форм  Приховування заражених доменів  Реєстрація несправжнього домену  «Послуга за послугу»  Мітка  Усунення багів  Точка зупинки  Користувацький інтерфейс  Втрата даних  Фішинг-черв’як (вірус)  Бінарний (код, файл, обхід і т.д)  Огидний (дизайн, оформлення і т.д)  Зависання анімації  Несподівана помилка у програмі  Монотонне форматування  Надзвичайно малий  Визначити синтаксичну структуру  Випадковий  Рекурсія  Криптографія  Флудер СМС-повідомленнями  Перевантаження сервера запитами  Система мережевої безпеки |